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In this work, we consider some methods to generate secret-sharing schemes from MDS
and near-MDS codes. MDS (and NMDS) codes exhibit close connections with secret-sharing
schemes. These connections and respective construction methods are given in [5], [7]. We
combine these methods with some recent results on MDS and NMDS codes ([4]), and in the
aftermath we are able to construct secret-sharing schemes for new parameters.

Let F, = GF(q) be a Galois field and F}' be an n-dimensional vector space over Fy. A
linear code of length n and rank k is a linear subspace C' with dimension k of the vector space
F7 (also denoted [n, k], for short). Such a code will be called a g-ary code. The number of
nonzero coordinates of a given vector x € F}' is called (Hamming) weight of the vector. An
[n, k,d], code is an [n, k|, code with minimum weight at least d among all nonzero codewords.
An [n, k,d], code is called mazimum distance separable (MDS) if d = n — k+ 1. The Singleton
defect of an [n, k,d], code C defined as s(C) = n — k + 1 — d measures how far C' is away from
being MDS. A code C with Singleton defect s(C') = 1, that is a [n,k,n — k], code is called
almost MDS (AMDS for short) [2]. An [n, k,n— k], AMDS code for which the dual code is also
an AMDS code, that is s(C) = s(C*) = 1 is called a near-MDS code (NMDS for short) [3].

A secret-sharing scheme is a way of sharing a secret among a finite set of people or
entities such that only some distinguished subsets of these have access to the secret. The
collection I' of all such distinguished subsets is called the access structure of the scheme.
A perfect secret-sharing scheme for I' is a method by which the shares are distributed to the
parties such that:

(1) any subset in I" can reconstruct the secret from its shares, and

(2) any subset not in I'" can never reveal any partial information on the secret (in the
information theoretic sense).

In particular, secret sharing is said to be ideal if it is perfect and the size of the shares is
equal to the size of the secrets. Secret-sharing schemes were first introduced by Blakley [1] and
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Shamir [6] for the threshold case, that is, for the case where the subsets that can reconstruct
the secret are all the sets whose cardinality is at least a certain threshold.

Construction 1 (Pieprzyk and Zhang [5]) Let G be a generator matriz of an [n+1,k,n—
k+ 2], MDS code. Thus G is a k x (n+ 1) matriz over F,. Set

(80,815 +-38n) = (r1,...,7%)G (1)
where each r; € F,. For any fived r1,...,1% € Fy, So,51,...,5, can be calculated from (1).
These s1,...,8, are the shares for participants Py, ..., P, respectively, and sqg is the secret
corresponding to the shares si,...,Sy,.

This scheme is ideal (was proved in [5]), however the number of participants n can be at

most ¢, and therefore is limited by the size of the field. Moreover, in the scheme proposed in
[7] (also an ideal scheme, this time based on NMDS codes), this bound on the number of the
participants was improved to g + 2,/3.
Considering these properties, MDS and NMDS codes over large fields have to be searched in
order to construct secret-sharing schemes having the maximum number of participants. For
example, over Fig; there exist [10,5,6] MDS and [8,4,4] NMDS self-dual codes [4]. These codes
were derived from combinatorial constructions based on computational searches of solutions
of diophantine equations. Applying these parameters, secret-sharing schemes with 9 and 7
participants can be generated (for the MDS and near-MDS code, respectively). For this field
the the maximum possible number of participants is 197 (for MDS codes) and 225 (for NMDS
codes).
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