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We propose an extension of the public-key Cryptosystem NTRU reported in [2].

NTRU is constructed with unary polynomial rings as follows.
Let n be a natural number and p, q be prime numbers such that p is relatively-small
and q is much bigger than p(denoted q � p). Zp and Zq denote finite Galois fields with
characteristic p and q. We abuse the notation 〈xn−1〉 to denote both the ideals generated
by xn −1 in unary polynomial rings Zp[x] and Zq[x]. A plain text space is a residue class
ring Zp[x]/〈xn − 1〉. A cipher text space is a residue class ring Zq[x]/〈xn − 1〉. A public
key H is an element of Zq[x]/〈xn − 1〉. Using a random element R of Zq[x]/〈xn − 1〉. An
encryption function f of NTRU is constructed as follows.

f : Zp[x]/〈xn − 1〉 → Zq[x]/〈xn − 1〉

∈ ∈

M 7→ pHR + M

An extension of NTRU is studied in [4]. They extend NTRU using multivariate polyno-
mial rings as follows.
Let x̄ denote variables x1, · · · , xm. Let p and q be prime numbers such that q � p. Let
f1, · · · , fl be polynomials in Z[x̄]. Considering f1, · · · , fl both as elements of Zp[x̄] and
as elements of Zq[x̄], we abuse the notation I to denote both the ideals in Zp[x̄] and Zq[x̄]
generated by f1, · · · , fl. A plain text space is a residue class ring Zp[x̄]/I. A cipher text
space is a residue class ring Zq[x̄]/I. A public key H is an element of Zq[x̄]/I. Using a
random element R of Zq[x]/P . An encryption function f is constructed as follows.

f : Zp[x̄]/I → Zq[x̄]/I

∈ ∈

M 7→ pHR + M

In both NTRU and the above extension, they use the same generating polynomials. In
our extension, we use different sets of generating polynomials for the ideals of two residue
class rings. Our Cryptosystem is constructed as follows.
Let p, q and x̄ be the same as above. Let f1, · · · , fl be polynomials in Z[x̄]. Considering
f1, · · · , fl as elements of Zp[x̄], let P denote the ideal generated by them in Zp[x̄]. Let
Q be an ideal in Zq[x̄] which satisfies certain properties. A plain text space is a residue
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class ring Zp[x̄]/P . A cipher text space is a residue class ring Zq[x̄]/Q. A public key H
is an element of Zq[x̄]/Q. Using a random element r1, · · · , rl of Zq[x̄]/Q.

f : Zp[x̄]/P → Zq[x̄]/Q

∈ ∈

M 7→ H
l∑

i=1

firi + M

We give a sufficient condition for the above “certain properties” which is feasible for a
public-key Cryptosystem. One of the most important benefit for using two generating sets
of polynomials is that we can increase the number of random polynomials for encryption
and improve the security from a brute-force attack. We also show that our extension
obtains a better security from Lattice attacks.
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